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1) All questions are COMPULSORY.
2) Figures to the right indicate FULL marks.

Q.1. “With innumerable IOT devices communicating over the Internet, the chances for a
data security breach is high as more and more IOT devices are introduced in the
market, the issue would only complicate”. Discuss the statement in the light of
‘Internet Related Legal Issues’.

OR

Q.1. “The misuse of computers has led to an evolution of new age crimes as the
cyberspace includes a broad spectrum including net banking, social engineering,
etc”. Comment and discuss the various types of cybercrimes.

Q.2. Discuss the nature, scope and importance of the Information Technology Act, 2000
with special reference to the amendments made to the act vide ITAA, 2008.
OR
Q.2. “The National Cyber Security Policy, 2013, aims at protecting the public and private

infrastructure from cyber-attacks and also intends to safeguard ‘information, such as
personal information (of web users), financial and banking information and
sovereign date”. Discuss.

Q.3. “Cyberspace has raised the basic problem of jurisdiction in International and
Domestic laws to its de-territorial nature”. Discuss the statement in the light of
Jurisdiction 1ssues in cyberspace.

OR
Q.3. Explain in detail the role of United Nations in the International Cooperation in
fighting cybercrime.
Q.4. Discuss the concept and nature of IPR in cyberspace.
OR
Q4. Elaborate the various legal issues in relation to ‘Cyber Contracts’ and the Law
governing contracts in India.
Q.5. Discuss the various liabilities of an Internet Service Provider in cyberspace with
special reference to the Information Technology Amendment Act, 2008.
OR
Q.5. Explain the concept of ‘Electronic Evidence’ and its admissibility in the Indian

Courts of Law.
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